
在Rocky Linux 9.4 安装GLPI 10.0.16  

1. 更新系统  

2. 安装必要依赖  

3. 启动并配置服务  

4. 配置数据库  

sudo dnf update -y

# 安装 Remi 仓库(为了解决epel php-sodium 版本不兼容问题)

sudo dnf install -y https://rpms.remirepo.net/enterprise/remi-release-9.rpm

# 重置当前的 PHP 模块：

sudo dnf module reset php -y

# 启用Remi的PHP8.2模块

sudo dnf module enable php:remi-8.2 -y

# 安装 Apache、MariaDB 和 PHP 及其扩展和文本编辑器

sudo dnf install -y httpd mariadb-server php php-intl php-ldap php-gd php-curl 

php-openssl php-fpm php-mbstring php-json php-zip php-mysqli php-sodium vim

# 启动 Apache 和 MariaDB 服务，并设置为开机自启

sudo systemctl start httpd

sudo systemctl enable httpd

sudo systemctl start mariadb

sudo systemctl enable mariadb

# 安全配置 MariaDB

sudo mysql_secure_installation

# Enter current password for root (enter for none):

直接输入回车

# Switch to unix_socket authentication [Y/n]

输入Y并回车  由于是测试环境，只是本地使用 MariaDB，简化登录过程

# Change the root password? [Y/n]

输入n并回车  由于上一步选择了Y 所以这步可以选择n 不需要密码直接登录

# Remove anonymous users? [Y/n]

输入Y并回车  删除匿名用户

# Disallow root login remotely? [Y/n] 

输入Y并回车  禁用root用户远程登录

# Remove test database and access to it? [Y/n]

输入Y并回车  删除测试数据库和对测试数据库的访问
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5. 下载配置GLPI  

6. 配置Apache  

# Reload privilege tables now? [Y/n]

输入Y并回车  重新加载权限表

# 登录 MariaDB

mysql -u root

# 创建 GLPI 数据库和用户

CREATE DATABASE glpi;

CREATE USER 'glpi'@'localhost' IDENTIFIED BY 'Pce3JxkQ6660DQia9kr';

GRANT ALL PRIVILEGES ON glpi.* TO 'glpi'@'localhost';

FLUSH PRIVILEGES;

EXIT;

# 非Windows用户，初始化时区数据

mysql_tzinfo_to_sql /usr/share/zoneinfo | mysql -u root mysql

# 重启mariadb数据库

sudo systemctl restart mariadb

# 授予访问权限

mysql -u root

GRANT SELECT ON `mysql`.`time_zone_name` TO 'glpi'@'localhost';

FLUSH PRIVILEGES;

EXIT;

# 重启 mariadb

sudo systemctl restart mariadb

# 下载GLPI（官网地址  https://glpi-project.org/downloads/）

cd /var/www/html

sudo wget https://github.com/glpi-project/glpi/releases/download/10.0.16/glpi-

10.0.16.tgz

sudo tar -xvzf glpi-10.0.16.tgz

sudo rm glpi-10.0.16.tgz

# 设置权限，确保 Web 服务器可以访问 GLPI 文件

sudo chown -R apache:apache /var/www/html/glpi

sudo chmod -R 755 /var/www/html/glpi

# 创建 GLPI 的 Apache 配置文件

sudo vim /etc/httpd/conf.d/glpi.conf

<VirtualHost *:80>

    ServerName 172.16.82.186:80

    DocumentRoot /var/www/html/glpi/public

    # 如果你想将 GLPI 放在网站的子文件夹中，可以使用 Alias 指令

    # Alias "/glpi" "/var/www/html/glpi/public"

    <Directory /var/www/html/glpi/public>
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7. 配置PHP  

8. 启动 PHP-FPM  

9. 配置防火墙  

        Require all granted

        RewriteEngine On

        # 确保授权头传递给 PHP

        RewriteCond %{HTTP:Authorization} ^(.+)$

        RewriteRule .* - [E=HTTP_AUTHORIZATION:%{HTTP:Authorization}]

        # 将所有请求重定向到 GLPI 路由，除非文件存在

        RewriteCond %{REQUEST_FILENAME} !-f

        RewriteRule ^(.*)$ index.php [QSA,L]

    </Directory>

    ErrorLog /var/log/httpd/glpi_error.log

    CustomLog /var/log/httpd/glpi_access.log combined

</VirtualHost>

# 确保将 `192.168.1.180` 替换为你的域名或 IP 地址。

# 编辑 PHP 配置文件

sudo vim /etc/php.ini

# 确保如下配置：

session.cookie_httponly = on

# 启动并设置 PHP-FPM 开机自启

sudo systemctl start php-fpm

sudo systemctl enable php-fpm

# 允许 HTTP 和 HTTPS 流量

sudo firewall-cmd --permanent --add-service=http

sudo firewall-cmd --permanent --add-service=https

sudo firewall-cmd --reload
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10. 配置 SELinux  

11. 重启检查  

12. 完成安装  

选择语言

同意许可协议

# 设置安全上下文，确保GLPI目录的 SELinux 上下文正确

sudo semanage fcontext -a -t httpd_sys_rw_content_t "/var/www/html/glpi(/.*)?"

sudo restorecon -Rv /var/www/html/glpi

# 允许 HTTPD 服务访问网络，如果GLPI需要访问网络（例如，发送电子邮件）

sudo setsebool -P httpd_can_network_connect on

# 允许 HTTPD 连接数据库

sudo setsebool -P httpd_can_network_connect_db on

# 允许 HTTPD 发送邮件

sudo setsebool -P httpd_can_sendmail on

# 为了查看安装和配置的服务是否正常，直接重启后再继续

reboot

# 在浏览器中访问 GLPI

http://192.168.1.180/
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选择安装或升级GLPI

服务器环境是否符合GLPI的安装要求





输入数据库连接信息

创建或选择数据库

数据库初始化



数据库初始化完成

帮助改进GLPI

获取官方帮助，官方提供了订阅服务



安装完成
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